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Antitrust Policy Notice

› Linux Foundation meetings involve participation by industry competitors, and it is the 
intention of the Linux Foundation to conduct all of its activities in accordance with applicable 
antitrust and competition laws. It is therefore extremely important that attendees adhere to 
meeting agendas, and be aware of, and not participate in, any activities that are prohibited 
under applicable US state, federal or foreign antitrust and competition laws.

› Examples of types of actions that are prohibited at Linux Foundation meetings and in 
connection with Linux Foundation activities are described in the Linux Foundation Antitrust 
Policy available at http://www.linuxfoundation.org/antitrust-policy. If you have questions 
about these matters, please contact your company counsel, or if you are a member of the 
Linux Foundation, feel free to contact Andrew Updegrove of the firm of Gesmer Updegrove
LLP, which provides legal counsel to the Linux Foundation.
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Membership Advisory
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› For the protection of all Members, active participation in working groups, 
meetings and events is limited to members, including their employees, of the 
Trust over IP Foundation who have signed the membership documents 
(including Trust over IP membership agreement as well as relevant working 
group charters) and thus agreed to the intellectual property rules governing 
participation.

› If you or your employer are not a member, we ask that you not participate in 
meetings by verbal contribution or otherwise take any action beyond 
observing.



Newcomer Introductions 

(30 seconds!)
1. Name
2. Location / time zone
3. Affiliation(s)
4. One-sentence summary of your interest in Privacy 

& Risk TF



Agenda

1. Welcome (Jan – 5 mins)

2. Newcomer Introductions

3. Topics (all – 40 minutes)

1. Discussion PII, QII and Sensitive attributes definition and misunderstanding of anonymization (Jan)

2. Open discussion on GHP working packages and relation to privacy (GHP WG Security Privacy and GHP 
WG Rules Engine)

4. Summary (Jan—5 mins)

› Meeting schedule
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PII, QII and Sensitive attributes definition

› PII: Personal Identifiable Information 

› Specific information that references to an individual, such as name or an identification 
number. 

› QII: Quasi-Identifiable Information 

› Any piece of information (e.g. a geographical position in a certain moment or an opinion 
about a certain topic) that could be used, either individually or in combination with other 
quasi-identifiers, by someone that has knowledge about that individual with the purpose 
of re-identifying an individual in the dataset 

› SEN: Sensitivity 

› The following type of information is considered sensitive: racial or ethnic origin, political 
opinions, religious or philosophical beliefs, or trade union membership, the processing of 
genetic data, biometric data for the purpose of uniquely identifying a natural person, 
data concerning health or data concerning a natural person’s sex life or sexual 
orientation. 



Anonymization fallacies – 10 Misunderstandings related to Anonymization

1. Pseudonymisation is the same as anonymization

2. Encryption if anonymization

3. Anonymisation of data is always possible

4. Anonymisation is forever

5. Anonymisation always reduces  the  probability  of  re-identification  of  a dataset 
to zero

6. Anonymisation is a binary concept that cannot be measured

7. Anonymisation can be fully automated

8. Anonymisation makes the data useless

9. Following ananonymisation process that others used successfully will lead our 
organisation to equivalent results

10. There is no risk and no interest in finding out to whom this data refers to



GHP – Privacy and Security WG



GHP - Rules Engine WG



Summary

(5 mins)

Recording 
https://wiki.trustoverip.org/display/HOME/PRTF+Meeting+Pages

Next call: May 17th

https://wiki.trustoverip.org/display/HOME/PRTF+Meeting+Pages
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The Linux Foundation, The Linux Foundation logos, and other marks that may be used herein are owned by The Linux Foundation or its affiliated entities, and are subject to 
The Linux Foundation’s Trademark Usage Policy at https://www.linuxfoundation.org/trademark-usage, as may be modified from time to time.

Linux is a registered trademark of Linus Torvalds. Please see the Linux Mark Institute’s trademark usage page at https://lmi.linuxfoundation.org for details regarding use of this 
trademark.

Some marks that may be used herein are owned by projects operating as separately incorporated entities managed by The Linux Foundation, and have their own trademarks, 
policies and usage guidelines.

TWITTER, TWEET, RETWEET and the Twitter logo are trademarks of Twitter, Inc. or its affiliates.

Facebook and the “f” logo are trademarks of Facebook or its affiliates.

LinkedIn, the LinkedIn logo, the IN logo and InMail are registered trademarks or trademarks of LinkedIn Corporation and its affiliates in the United States and/or other 
countries.

YouTube and the YouTube icon are trademarks of YouTube or its affiliates.

All other trademarks are the property of their respective owners. Use of such marks herein does not represent affiliation with or authorization, sponsorship or approval by 
such owners unless otherwise expressly specified.

The Linux Foundation is subject to other policies, including without limitation its Privacy Policy at https://www.linuxfoundation.org/privacy and its Antitrust Policy at 
https://www.linuxfoundation.org/antitrust-policy. each as may be modified from time to time. More information about The Linux Foundation’s policies is available at 
https://www.linuxfoundation.org. 

Please email legal@linuxfoundation.org with any questions about The Linux Foundation’s policies or the notices set forth on this slide.
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