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RE your question: “what do you feel the linkage is from a listed Issuer in a Trust 
Registry - back to the Governance Framework that it falls under?” <== the 
linkage is part of the DID triple: the DID for the GF identifies the service 
endpoint to verify that the DID for the issuer is authorized to issue the credential 
with a specific DID type.
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clarity needed - where do Rules 
help a traveller? Example: 
checked in night before and was 
“green” but things changed 
overnight. Where is this problem 
handled?
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TODO (DARRELL) - create views 
of elements for ISSUING and 
PRESENTING phases for clarity.


