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Antitrust Policy Notice

› Linux Foundation meetings involve participation by industry competitors, and it is the 
intention of the Linux Foundation to conduct all of its activities in accordance with applicable 
antitrust and competition laws. It is therefore extremely important that attendees adhere to 
meeting agendas, and be aware of, and not participate in, any activities that are prohibited 
under applicable US state, federal or foreign antitrust and competition laws.

› Examples of types of actions that are prohibited at Linux Foundation meetings and in 
connection with Linux Foundation activities are described in the Linux Foundation Antitrust 
Policy available at http://www.linuxfoundation.org/antitrust-policy. If you have questions 
about these matters, please contact your company counsel, or if you are a member of the 
Linux Foundation, feel free to contact Andrew Updegrove of the firm of Gesmer Updegrove
LLP, which provides legal counsel to the Linux Foundation.
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Membership Advisory
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› For the protection of all Members, active participation in working groups, 

meetings and events is limited to members, including their employees, of the 

Trust over IP Foundation who have signed the membership documents 

(including Trust over IP membership agreement as well as relevant working 

group charters) and thus agreed to the intellectual property rules governing 

participation.

› If you or your employer are not a member, we ask that you not participate in 

meetings by verbal contribution or otherwise take any action beyond observing.



Agenda

1. Welcome (Jan – 5 mins)

2. Newcomer Introductions

3. Specification work - check status

4. Demonstration of masking (Jan – 15 mins)

5. Discussion over separation of schemas (agreement, data attributes and assessment) (all – 15 mins)

6. Summary (Jan—5 mins)

› Meeting schedule
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Privacy Agreement engagement

Privacy 

Policy

Verifiable 

Credential



Privacy Policy Example

Privacy policy

Protecting your data, privacy and personal information is very important for us at our testing center facilities. It is important for us that our 

customers feel secure when using the Services. Our test centers provide health related tests for example covid-19 immunity tests. The data we 

can gather are secured based on best practices set by GA4GH.

Topics
What Information we collect

● How the information is used

● How long the information is kept

● Who do we share your data with

● Newsletter, Promotions and Marketing

● Cookies

● Your rights

● Changes to the privacy policy

● How to contact us

What Information we collect
When you use our services we only collect information provided by you. We attempt to limit the information we collect to only what is necessary 
to legitimately provide our services. The information is stored within the EU.

1. The following information is collected when you first register at one of our test centers

○ Name

○ Personal identification number

○ Phone Number (if provided)

○ Email Address (if provided)

○ Address (if provided)

2. Depending on the nature of the test performed we collect health related information from blood samples, physical information 

and/or other biological output. This information can include but are not limited to:

○ Disease

○ Biomarkers

○ Physical conditions

Privacy Agreement (VC)

Code of Conduct (VC)

Data Capture (VC)



Form and VC relationship

Conditions 

of use

Extension

Verifiable 

attributes of 

conditions

Captured 

information 

or data

Ex. Privacy policy

(Kantara Consent 

Notice) 

Ex. Proof of consent 

and verify permission 

for use (provides 

governance and 

helps with 3pp 

collaboration)

Ex. Completed 

Forms (covid test 

results) or intended 

captured data

Verifiable 

attributes 

relating to 

data

Ex. Proof of data 

condition (covid-19 

result)



Personal Data

Agreement

Assessment

Form
Form

Form
Streaming 

data

Overview

● Privacy 

Agreement

● Consent for 

additional purpose 

(Data Sharing)

● Risk Assessment

● Data Privacy Impact Assessment

● Identify sensitivity of collected data 

and how to process

Collection of data either in 

a static (snapshot) form or 

streaming data



Newcomer Introductions 

(30 seconds!)
1. Name
2. Location / time zone
3. Affiliation(s)
4. One-sentence summary of your interest in Privacy 

& Risk TF



Privacy and Risk Specification - input

› BIT – personal information definition 

› Notice & Consent attributes + PDP extension

› Overlays

› Masking (demonstrate an example)

› Risk

› Sensitivity

› Assessment / Certification



Privacy and Risk Specification - draft

› Initial draft to be reviewed

› https://docs.google.com/document/d/1UVsuX23DfwOZU3s2VN26ia9nggUizpJE

PZZecyy8jDw/edit?usp=sharing

https://docs.google.com/document/d/1UVsuX23DfwOZU3s2VN26ia9nggUizpJEPZZecyy8jDw/edit?usp=sharing


Creating specification

› This is a template for creating overlays or modifications to schemas.

› Objective

› Specification

› Attribute or overlay

› Classification convention

› Reference to standard/regulation/other



Summary

(5 mins)

Recording 
https://wiki.trustoverip.org/display/HOME/PRTF+Meeting+Pages

Next call: February 8th

https://wiki.trustoverip.org/display/HOME/PRTF+Meeting+Pages
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Legal Notices
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The Linux Foundation, The Linux Foundation logos, and other marks that may be used herein are owned by The Linux Foundation or its affiliated entities, and are subject to 
The Linux Foundation’s Trademark Usage Policy at https://www.linuxfoundation.org/trademark-usage, as may be modified from time to time.

Linux is a registered trademark of Linus Torvalds. Please see the Linux Mark Institute’s trademark usage page at https://lmi.linuxfoundation.org for details regarding use of this 
trademark.

Some marks that may be used herein are owned by projects operating as separately incorporated entities managed by The Linux Foundation, and have their own trademarks, 
policies and usage guidelines.

TWITTER, TWEET, RETWEET and the Twitter logo are trademarks of Twitter, Inc. or its affiliates.

Facebook and the “f” logo are trademarks of Facebook or its affiliates.

LinkedIn, the LinkedIn logo, the IN logo and InMail are registered trademarks or trademarks of LinkedIn Corporation and its affiliates in the United States and/or other 
countries.

YouTube and the YouTube icon are trademarks of YouTube or its affiliates.

All other trademarks are the property of their respective owners. Use of such marks herein does not represent affiliation with or authorization, sponsorship or approval by 
such owners unless otherwise expressly specified.

The Linux Foundation is subject to other policies, including without limitation its Privacy Policy at https://www.linuxfoundation.org/privacy and its Antitrust Policy at 
https://www.linuxfoundation.org/antitrust-policy. each as may be modified from time to time. More information about The Linux Foundation’s policies is available at 
https://www.linuxfoundation.org. 

Please email legal@linuxfoundation.org with any questions about The Linux Foundation’s policies or the notices set forth on this slide.
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